Government of Mepal, Electronic Transaction Rule 2064

Schedule -5
The Radiant InfoTech Nepal Private Limited
: Requ ance of r e

As the certified Digital signature Is required to be obtalned, | have filled out this application and attaching the following

documents and detaiks.
1. Name of the company:- NI [P[alt | [Cle[r[t]i[¢Tyli InJo | [clolm[p[an]y] ]

Pheld] Jelthd]l TT T TTT T I TTTLLLT L]
1. Types of Organization: -
O proprietorship B Partnership [0 Public [0 NGoANGO [ Government O Others .......ccmoene.

3. Address: -
Pr::::e: E!ag_matl District: I{aihmanclu VDL Municipality: . Kathmandu

4, Flegls“mth:rn Certificate; -
a)oaeatimue (2 [plg|a 1||:|-|[:||EHE ssuing office: | Office of the Company Registrar j

b) paN/vATNe: | g |:| !}| B Tox Clearance Upto: 989-081 e LI

¢) e-mat: [info@cert com.ng | Alternate £-mail: |$ales@cert.com.np
d) Tetephone/Fax: | |

e} Website [URLY: | www. cert com. np
5. Class of Certificate needed:

Clags; - O class1 O Chass2 (] Class 3
Type: - [ signature O encryption 00 Both (Signature and Encryption)
Validity: - O 1¥ear [£] 2 vears

6. Maximum threshold of each transaction if the financ

Offictat SEa1& Stamp (1f any)

The details stated above are true and correct, | shall submit other details and proofs, as required by the Authority, at a time
when 5o asked and | shall, upon the issuance of a license, pay the feel, therefore.

Applicant Name: . Chihoisang Tamang

Email: - hholsang lamang@cert comnp

Designation: - S2les and Marketing = |
Mobile no: - 98023003738 (-"*"A
Date: - E-E_thFEiJurgl'y'EﬂE-ﬂ- .............................................. Signature

In the case of a corporate body, the seal of the office, signature, name, and designation of the person making the
application on behalf of the body.

L
R T | !
AIZ_ %]Hm.- ' Nepal Certifying Company
WAL C, COIL A WYY, DT, DT,
lasaing Certdying Authoricy] [ anagumant F':::.I'luli'-l

Maxal -01, KErm.; Tel.; «377 - 0L - 4517018, 4517627 Email: info@oert.com.np; Website: www.oert.com.ng



Disclaimet
Terma and Conditions between the End Users and the Nepal Certifying Company Pyt Lid,

The relationship between Nepal Certifying Compary Pyt. Ltd. and the Custamer (Individual Anstitutional] s governed by the
Electronic Transagtion Act 2064, except where the following general terms and conditions apply and are subject to any further
agroement in writing.

DEC means authentication of ary electronic record by a subscriber by means of electronse methods or procedurms In accordance with
the provisions of Licensed ICA In Nepal.

1. MCCuses DSCEC in the name of Radiant infoTech Mepal Pvt. Ltd. a5 & Licersed ICA from OCC,

A5 3 CA, Radlant InfoTech Mepal Pvt. Lid. will verify the identity, Isswes Dightal 5Signature and Certificate, and maintain the
CRL

3, Asa Management Partner NCC manages the RA, Services related to DSC, and maintains all the refated products and services.
4, Subscriber s an indhvidual entity or institution that owns and possesses a OSC in hisfher nama,

5, The DSC is being used for the purpose permitted for the cormespanding Class of the Certificate ondy.

[}

7

[ ]

Authenticating transactions on Personal usage by way of DSC using the PKI technology s a major featwre available to the users.
. It ks the User or Company’s responsibity to purchase the DSC from an authorized CA and rengw the DSC in case of any expiry

ar changes,

8 ncase of renewal of the DSC on scoount of expiry of the same or In case of Revocation and Relsuance on account of koss, the
Subseriber wiil be needed to get In touch with mentioned NCC offices,

9, The DSC is being used for the purpose permitted for the corresponding Class of the Certificate only.

10, Wrang use of the DSC or its services shall be liabde to proceed with civil and eriminal consequences and shall be sublected to
penatties and punishment wnder the fuls of the Electranic Transaction Act, 2064,

11, Subscriber will frilly undertake the process; publish certificate practice of the CA endorsed by OCC,
17 The terms af an end user Boemse agreement accompanying particular DSC usage thall wuper esentnd abave.
I accept and ogree o use the Digitel Signoture ond Certificote governed by the lcense

Subscriber/Official 5eal and Signature

Digital Signature: A digital signature is an electronic form of a signature that can be uted to authenticate the identity of the sender of
a message or the signer of a document, and altso ensure that the original content of the message or document that has been sent is
unchanged.

CA: Certification Authority Is an entity that issues digital certificates. A digital certificate cenifies the ownership of a public key by the
named subject of the certificats.
& trusted third-party organitation or company that lsues Dightal Certificates Is used to create Digital Signatures and Public-Private

kory padrs-
RA: A Registration Authority Is an authority In a negwork that verifies user requests for a Digitsd Certificate and telis the CA 1o lssue 7.

CP5: A Certification Praciice Statement b5 o decument from a CA or a member of 3 wib of trust which describes their practice for
ksuing and managing public key certificates,

CRL: Certificate Revocathon List
WCC: Nepal Certifying Company Pyt Ltd,
PEI: Public key Infrastructure

ICA: Issulng Certifying Authority



